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Central Texas Veterans Health Care System
Self–Study
Orientation and Information Guide


Welcome to the Central Texas Veterans Health Care System (CTVHCS).  We are pleased that you are here.





























This Self-Study Orientation Guide contains some excerpts and paraphrasing from the VA Handbook and local administrative documents.  The general outline and subject content originated at VA Medical Center, Fargo, ND.  This guide is for non-regular affiliates:  Locum Tenens, Students, Work-study, WOC, Contractors, Volunteers, and Fee basis employees


Please note that the references contained herein are not all inclusive.  Full access to local policy documents is available on the Central Texas Veterans Health Care System intranet.


This booklet will assist with documentation of your orientation to our facility; it contains essential orientation topics and resource information that will help you while employed here.


You must successfully complete a written test (enclosed) after reviewing this booklet and return it to Human Resources Management Services before you begin your affiliation here.  Successful completion of the post test and Abbreviated Mandatory Orientation and Information Checklist will document your completion of your mandatory orientation.  Human Resources Management Services will grade and sign the test and review the Abbreviated Mandatory Orientation and Information Checklist for completeness.  The original documents will remain in Human Resources Management Services and copies will be kept on file at your work site.
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CHAPTER ONE:  Overview

Available Services
With the integration in 1995 of the Olin E. Teague Veterans’ Center, the Waco VA Medical Center, the Thomas T. Connally VA Medical Center, and four outpatient clinics, these entities together became the CTVHCS. The CTVHCS is one of the largest integrated healthcare systems in the Department of Veterans Affairs, and contains one of the newest VA hospitals, one of the largest inpatient psychiatric facilities, and one of the few Blind Rehabilitation Centers in the country.   The CTVHCS is primarily affiliated with the Texas A&M University, College of Medicine, however affiliations have been established with University of Texas Medical Branch in Galveston, Brazos Family Medicine Residency Program in College Station, and Austin Medical Education Program in Austin.

CTVHCS is a tertiary care system that consists of two hospitals located in Temple and Waco.  The Olin E. Teague Veterans Hospital in Temple operates 146 medical/surgical beds.  The hospital in Waco includes 206 psychiatric beds.  Outpatient services are provided by the Olin E. Teague hospital along with one stand-alone clinic in Austin and four community based outpatient clinics located in Brownwood, Cedar Park, College Station, and Palestine.  The system operates two nursing homes in Temple and Waco with a combined total of 272 nursing home beds.  A  408-bed domiciliary in Temple is the second largest domiciliary rehabilitation facility in the VA.  The Waco facilities also include a Blind Rehabilitation Unit and two patient, rehabilitation units for post-traumatic stress disorder and severely mentally ill life enhancement. 

CTVHCS serves a veteran population of 238,349 veterans, who reside in 39 counties stretching over 35,000 square miles. In Fiscal Year 2007, CTVHCS provided care at 829,011 outpatient visits; 7,847 acute inpatients were treated. Total unique veterans served totaled 68,154.  
The Olin E. Teague Veterans’ Center has been a principal teaching campus for the Texas A&M University Health Science Center College of Medicine since the College’s inception in 1977.  Medical students participate in clinical training in the specialties of general surgery, orthopedics, urology, ophthalmology, plastic surgery anesthesiology, internal medicine, pulmonary disease, hematology, oncology, cardiovascular disease, gastroenterology, sleep medicine, psychiatry, family medicine, and pathology

Our Mission
CTVHCS is committed to the delivery of quality comprehensive care and health related services to veterans through: 
Applied clinical research, education, and preparation of its staff to focus on and meet veterans’ needs. 
Promotion of an environment that encourages staff, volunteer, and patient partnership, creativity, and satisfaction. 

Enrichment of the Central Texas area through community service and enhancement of relationships with other healthcare organizations. 

Our Vision Statement
To deliver exceptional service and the highest quality health care to our nation’s veterans.

Our Values
Teamwork, Empowerment, Trust, Courtesy, Innovation, Respect, Commitment, Compassion, Integrity, Excellence

Our Creed 
I am proud to honor and serve our veterans. 








CHAPTER TWO:  Key Center Programs, Policies and Highlights

All Medical Center staff must be aware of key policies and programs that guide appropriate and quality patient care as well as provide a safe working environment for staff.

Performance Improvement 
All direct and indirect patient care activities will participate in the system-wide approach to performance improvement and efforts to achieve customer satisfaction.  Identified opportunities for improvement will be approached utilizing the Plan-Do-Check-Act (PDCA) cycle for Continuous Quality Improvement (CQI). 
Plan the Improvement
Do Improvement, Collect Data, and Analyze It
Check and Study the Results
Act to Hold the Gain and to Continue to Improve the Process

It is the philosophy of CTVHCS to pursue excellence in the delivery of health care services through an organized, comprehensive, coordinated and continuous effort to identify opportunities for improvement.  Based upon this all services, committees and functions that impact directly or indirectly on patient care shall be integrated into a unified philosophy of CQI.  This reflects our leadership philosophy, which promotes a process of positive organizational change through participation and team building, and is based upon a commitment to the following principles:  

Top management must lead CTVHCS in planning, directing, implementing, coordinating, and improving services

Most opportunities for improvement are in improving process weaknesses, not individual performance (although individual performance will be reviewed and dealt with when appropriate)
Services and programs must work collaboratively

Internal and external customers’ needs and expectations must be met or exceeded;
Due to resource constraints, opportunities to improve must be prioritized
Need to systematically improve by improving important processes
Measurement of important processes needs to be done on a continuing basis
The PDCA cycle will be utilized as a road map to achieve process improvement
The System Plan for Performance Improvement is designed to comprehensively measure, assess and improve all important patient care and organizational functions.  This includes all clinical and administrative services and programs of CTVHCS.  Included are internal and external review programs, internal and external performance measures, and CQI activities.

In pursuing the system mission, vision, and values, and strategic and operational plans, this organization conducts ongoing and continuous monitoring and evaluation to ensure compliance with regulations, high quality medical care and administrative practices, and conformance with established standards.  The performance improvement process consists of several integrated systems for collection of data for review; measurement, analysis, and communication; and taking corrective action, including follow up of effectiveness of actions taken.  

Goals of the performance improvement process include: 
Improve patient satisfaction with services provided
Improve employee satisfaction
Assure coordination and accountability of all performance improvement activities
Assure quality of patient care, medical records, and support services provided
Enhance performance improvement through employee involvement
Enhance effective utilization of resources
Reduce and/or eliminate unnecessary and correctable risks and hazards to patients
Provide information for use in planning and decision making and
Assure organizational compliance with all VA regulations, JCAHO standards, federal regulations, and requirements of other accrediting bodies

Customer Service 
We need to understand the needs of all our customers and act in a manner that not only meets, but also exceeds their expectations.  Improving customer service takes a conscious effort by all employees, but the benefits of making a great impression far outweigh a poor impression.  If you encounter an unsatisfied customer, remember to listen to the complaint and maintain a positive and respectful attitude.  Acknowledge the problem and try to correct it or bring it to the attention of someone who is able to make it right.  It is easy to identify the patient as our customer, but in a broader sense, anyone you come in contact with is a potential customer. The goal of any CTVHCS activity is to exceed customer expectations.

A detailed description of patient rights is posted throughout the Medical Center or can be obtained by contacting the Patient Advocate.

The Customer Service Committee oversees all processes and activities covered by the Customer Service Center goal and key function and coordinates implementation, evaluation and compliance with customer service standards and directives developed by VHA, i.e., VA Central Office, VISN, local level.

Code of Ethics 
The Patient Rights and Organization Ethics Committee interfaces with all processes covered by the Patient Rights and Organization Ethics key function, including those Medical Center Committees, Services, and Programs involved in those processes.  The goal of the committee is to help improve patient care outcomes by promoting respect of each patient’s rights and to conduct business relationships with patients and the public in an ethical manner.

The CTVHCS is committed to “Putting Veterans First” through fulfilling our responsibility of providing quality health care to veterans and acting as a responsible health care provider in the community.  Fulfilling this responsibility is demonstrated through ethical business and patient care operations as defined by our mission, values, strategic plan, and healthcare facility policies and procedures. Such ethical practices include, but are not limited to, appropriate relationship boundaries between patients/former patients/immediate family members and therapeutic staff; all areas of patient rights; billing practices; marketing and public relations practices; admission, transfer and discharge practices; and avoidance of conflict of interest in contractual relationships.

The organization’s Ethics Committee provides support for addressing ethical concerns and problems.  The service is available at all times to patients and their families, employees, and affiliates. Employees are defined as all individuals acting on behalf of the CTVHCS and Regional Office Center, in an official capacity, temporarily or permanently, in the service of the United States Department of Veterans Affairs, whether with or without compensation.  Questions or confidential comments may be directed to the Chair of the Hospital Ethics Committee.

Compliance
Compliance is a process that allows us to demonstrate that we are working in the best interest of the patients - thus ensuring the integrity of our employees, our processes and services to the Veteran.
Although VHA has key differences from the private sector health care, VHA is now facing many of the same challenges previously faced by colleagues in the private sector.  Insurance companies and other third party payers like Blue Cross, AARP, and Medicare have billing guidelines that identify the services they will pay for.  With the implementation of reasonable charges, VHA has been required to comply with requirements regardless of the fact that we do not bill Medicare to receive reimbursement from the third party payers.

If necessary, further information on this subject will be provided by your supervisor.  Compliance is further discussed in Chapter 6.

Veterans Health Administration (VHA) Privacy Policy 
Every patient has a right to privacy and it is your responsibility to protect that confidentiality.  This means keeping information about patients’ health care private. Both federal law (the Health Insurance Portability and Accountability Act or “HIPAA”) and VHA mandates require the protection of all Patient Identifiable Health Information, including all identifiers, images and other information which could be used to determine the identity of a patient.  The privacy laws apply to all forms of patient health information including, paper, electronic and verbal information.

Staff and all affiliates are required to only use or access that amount of patient information that is minimally necessary to complete a task, responsibility or function.  You are responsible to only use and access information on patients if you are providing care, or information that you may need to complete a task that is part of your responsibilities.
	
Failure to comply may lead to disciplinary or legal action against the employee and the Medical Center.  Confidential information includes a wide variety of information about a patient’s health care.  Examples of confidential information include:
· Patient identifiers such as medical record number, name, date of birth, Social Security Number, address, phone number, contact information, photographic images and any other unique code or characteristic that could be used to identify an individual patient:
· Details about illnesses or conditions 
· Information about treatments
· Health‑care provider’s notes about a patient
· Patient billing information
· Conversations between a patient and a health‑care provider

Patients have certain rights granted under federal and state law to control their protected health information, including the right to access and receive a copy of their health information, request addendums to or changes to their health information, request restrictions on how and to whom their information is used or disclosed, request alternate methods for communicating with them, and to obtain a list of individuals or organizations to whom the Medical Center has provided access to their information.  These rights apply to both the patient’s medical and billing records.

CTVHCS is committed to creating an environment that promotes compliance with medical record coding and the billing process.  Use of the proper code for the service provided will create an environment, which will be an ongoing collaborative process between the clinical staff and documentation in the medical record.

The Supervisor for Coding and Processing of Health Information Management Section, Health Services Administration Section, Patient Financial Support Service, holds the responsibility for the accuracy and the quality of coding medical record documentation.
Information Security:  Guidelines for Protecting Patient Confidentiality 

Information Security Awareness
Information security is an integral part of health care delivery in VA and as a result, our patients, employees, and customers have a right to expect absolute confidentiality, integrity, and availability of the data we process for them.  Information security is also known as Cyber Security and is the knowledge and awareness that VA employees, contractors, volunteers, and entire workforce utilize to protect VA computer systems and data.  Anyone who has access to any VA information system is required to complete a mandatory annual Cyber Security Awareness Training.  As an authorized user of the VA information systems you will be given sufficient access and privileges to perform your assigned official duties.  Access granted and use of VA resources is for official and authorized purposes only.  Every VA facility has an assigned Information Security Officer (ISO).  All known or suspected information security incidents or misuse of VA information systems must be immediately reported to Anita A. Baez, ISO, at 254-743-0547 (or extension 40547) or Michelle Lands, Secondary ISO, at 254-743-0010 (or extension 40010).  It is everyone’s responsibility to comply with information security regulations. 

Passwords are an important tool for getting your job done.  They ensure you have access to the information you need. VA requires strong passwords on all information systems and they must be changed at least every 90 days.  Protect all of your security codes (i.e., access/verify codes, passwords, electronic signature codes, usernames).  Do not disclose these codes to anyone including family, friends, fellow workers, supervisor(s), and subordinates for any reason.  You are strictly prohibited from letting anyone use any of your security codes and from using anyone else's security codes.  Keep your password secret to protect yourself and your work.  You are solely responsible for everything done under your access codes.  All employees are responsible for logging off (or locking if appropriate) their computer systems and not leaving a computer with open access unattended. 

Protect sensitive information and respect privacy.  In VA, confidentiality is a must.  Confidentiality is the condition in which VA’s information is available to only those people who need it to do their jobs.  A breach in confidentiality can occur when you walk away from your computer without logging off or when paper documents are not adequately controlled.  Confidential/sensitive information not only refers to electronic medical records, but it also includes written documentation (printed data), and communication of verbal information.  You must ensure printed data is protected, in a secured area, and viewed only by authorized staff.   Be cautious when speaking about sensitive information where others, including patients, visitors, or other employees, might overhear.  Sensitive information must not be shared with anyone who does not have access or a need to know.  Access to patients’ medical records information is limited to those VA employees with a need for the information in the performance of their official duties.  Just because an employee may have the privilege to access patient medical records, it does not mean the employee has the right to access any medical record.  Sensitive information should not be sent using e-mail unless it can be done securely and by using the approved VA Public Key Infrastructure.  For further guidance on the use of electronic mail, refer to Station Policy 00-003-06.  Privacy is very important and is a matter that pertains to each and every employee.  We all are responsible for protecting patients’ and employees’ privacy.

The Healthcare Insurance Portability and Accountability Act (HIPAA) regulations require all staff to use physical, technical, and other safeguards to keep protected health information secure and private.  HIPAA has further clarified and standardized these responsibilities and imposes new, significant civil and criminal penalties on you, personally, for noncompliance or violations.  If you handle health care information in your job at VA, you need to know about HIPAA.  HIPAA grants rights to individuals and imposes obligation on organizations. You will see more information detailing how HIPAA changes existing privacy laws and policies, and the impact it will have on VA employees.  For additional information, contact Carl Davenport, Privacy Act Officer, at 254-743-2055 (or extension 42087).

Disposal of confidential/sensitive information. Proper procedures for handling and disposing of confidential/sensitive information must be followed.  Written documentation containing veterans’ or employees’ confidential information must be disposed of by shredding or placing in the locked “SHRED IT” containers.  This is essential to avoid data privacy exposure.  There are shredders or “SHRED IT” locked containers located throughout CTVHCS.  Make this important matter part of your daily actions.  Never put sensitive information in regular trash cans.

Computer virus protection.  All VA computers are required to have virus protection software and new updates are frequently issued.  When antivirus programs are loading on your computer, let them run to completion.  Never turn off your computer unless specifically requested by Information Technology Service.  Do not open suspicious e-mail messages from unknown, suspicious, or untrustworthy sources or any files attached to an e-mail message unless you know what it is, even if it appears to come from someone you know.  They sometimes contain computer viruses that can cause the virus to replicate themselves, spread throughout e-mail, and slow down our work.  Delete these messages immediately.  Do not generate, reply, or forward chain letters or non-work related e-mail messages.  This type of e-mail messages are considered spam, which is unsolicited and intrusive mail that clogs up the network.  Be vigilant and alert to suspicious and deceiving e-mail messages, especially if they are requesting your personal information.  Never provide personal information such as social security or credit card numbers, bank accounts, or any other type of personal/confidential information.

Use appropriate etiquette on electronic mail.  The language used in e-mail messages must be appropriate for the professional business environment.  Refer to Station Memorandum 00-003-06, Use of Electronic Mail.  

You must not change the configuration of computers or install any software or hardware without permission from Information Technology Service.  Ensure all software used is legal and approved for your system.  Using unlicensed software or illegally copying computer software is strictly prohibited.

The CTVHCS Information Security Program encompasses all automated information that is collected, transmitted, used, processed, stored, or disposed of by, or under the direction of the employees or any authorized user in this Medical Center.  The CTVHCS Information Security Program shall be in compliance with all federal automated information systems’ security laws and regulations.  Additional Privacy Policies and Resources relating to the protection of Veteran patient privacy can be found in the VHA Privacy Policy 1605.1, available at: http://www.vhaprivacytraining.net/frame.htm  

Patient Abuse Recognition and Reporting 
Every employee and/or affiliate has the obligation to look for, recognize, and report suspected or actual abuse of patients.  Examples may be elder abuse, intimate partner abuse (domestic violence), or abuse from an assault.  The following are examples of conditions may alert you to the fact that abuse may be occurring:
· There is no explanation for an injury, or the explanation does not seem believable
· There has been a delay in seeking medical treatment
· The patient has a previous history of injuries or the injuries are in different stages of healing
· A fearful, withdrawn affect
· The patient’s behavior changes or is inappropriate when in the presence of family or significant others
· Other family members do not allow the patient to speak for him or herself
· Poor hygiene
· Inappropriate/soiled clothing
· Denial or minimization of injuries
· A family member’s unusual interest in the amount of money being expended for the care of the person
· As a VA affiliate, you must report suspected cases of abuse, neglect or assault.  Immediately report suspicions to your supervisor for further assessment.

Every patient receiving treatment at a facility of CTVHCS will receive quality care in an environment that respects each patient’s rights as an individual, including the right to privacy, respect, and freedom from harm or abuse.  Under no circumstances will employee mistreatment or abuse of a patient be tolerated.
Each employee of CTVHCS, irrespective of the nature of his or her position or condition of his or her appointment, is expected to treat patients with proper respect.  All employees will strive for any evidence of patient abuse and will immediately report any such incidence of abuse suspected, unwitnessed, or witnessed.

Suspected unwitnessed patient abuse will be reported in the same manner as an incident of patient abuse that involves witnesses.  These reports will be investigated to the fullest extent possible and evaluated on a case-by-case basis.  The Director will determine the disposition of employee(s) who have been identified in a report of suspected unwitnessed patient abuse based on the evidence of record. 
Definitions:  Patient abuse is any act against a patient, which involves physical, psychological, social or verbal abuse including, but not limited to:
· Any act or behavior that conflicts with patient rights
 Knowing and willful omission of care
· Willful violations of a patient’s privacy
· Intimidation, harassment, or ridicule of a patient 
· Willful physical injury to a patient
· Physical striking of a patient
· Verbal or insulting behavior or remarks toward or about a patient
· Abandonment of patient
· Neglect of patient
· Threatening a patient
· Intimidating a patient

Stealing from, or taking advantage of a patient, with respect to financial or other personal matters
“Intent” is not a required element to establish patient abuse.  The patient’s perception of how he/she was treated is the essential component of the determination as to whether a patient has been abused.  The fact that a patient has limited or no cognitive ability does not exclude the possibility that a patient was abused.

Equal Employment Opportunity / Sexual Harassment
The Medical Center has an Equal Employment Opportunity (EEO) Program.  Its purposes are to:
Provide equal opportunity in employment for all qualified persons
Maintain a work environment that is free from unlawful discrimination (race, color, religion, sex, age, handicap, national origin) and sexual harassment
Any EEO issues or concerns are to be immediately reported to our EEO Officer
Note:  Please see the AFGE Master Agreement or Memorandums and 00AFGE-000-97and 00AFGE-017-97, Article 17, for AFGE information on this subject.

Smoking
Smoking is prohibited in all Medical Center buildings.  Smoking is permitted only in designated smoking shelters and outdoors at a minimum of 25 feet away from all entrances.

Use of Government Telephones and Computers
Government telephones and computers are generally for official business use.  Employees, however, may use government equipment for limited personal business as long as work is not disrupted.  Contract staff may use telephones to contact their place of employment or address unforeseen events such as injury on the job, etc.

Whistleblower Policy (VA Handbook and Memorandum 00AFGE-016-97)
It is also a prohibited personnel practice for an agency to subject you to a personnel action if the action is threatened, proposed, taken, or not taken because of whistleblowing activities.  Whistleblowing means disclosing information that you reasonably believe is evidence of a violation of any law, rule, or regulation, or gross mismanagement, a gross waste of funds, an abuse of authority, or a substantial and specific danger to public health or safety.  You are protected if you make such a disclosure to the Special Counsel or the Inspector General.  You are also protected if you make such a disclosure to any other individual or organization (e.g., a congressional committee or the media), provided that the disclosure is not specifically prohibited by law.

More information on whistleblower protection may be obtained from your servicing Human Resources Management representatives; VA’s OHRM Web site at http://vaww.va.gov/ohrm; VA Office of the Inspector General (OIG); or Office of Special Counsel (OSC) in Washington, DC, at 1-800-872-9855.  OSC was established to investigate allegations of prohibited personnel practices, including reprisal for whistleblowing.

Your Pay (VA Handbook)
The pay you receive depends on the pay system that applies to you:  General Schedule (GS); Federal Wage System (FWS); Senior Executive Service (SES); Senior-Level Pay System; Title 38; Locality Pay System; Veterans Canteen Service (VCS); or contract agreement.
The General Schedule is a nationwide schedule of annual rates of pay that applies to you if you are an administrative, technical or professional employee in the civil service.  The schedule consists of 15 grades ranging from GS-1 (least difficult) to GS-15 (most difficult).  There are 10 steps within each grade.  The classification process determines your grade.  The rates for the General Schedule are based on comparability with private enterprise pay for work levels of similar difficulty.  To maintain comparability, annual adjustments to the General Schedule may be made on a nationwide basis.  Adjustments made on a nationwide basis are commonly referred to as general comparability increases and affect many GS employees.

Adjustments made on a locality basis are referred to as locality comparability payments.  These adjustments are based on a comparison of Federal pay with local non-Federal pay rates.  The amount of locality pay an employee receives depends on the geographic area where he or she works.  As a result, the amount of locality pay may change if the employee changes duty stations.
The Federal Wage System applies to you if you are in a trade, craft, or labor occupation.  FWS pay rates are based on comparability with private enterprise and the range of rates that applies to you is based on the grade level assigned to your job.  The rates of pay for FWS employees are established on an area-by-area basis.  Each wage area has a 15-grade schedule for non supervisory employees and leaders and a 19-grade schedule for supervisors.

Ranging from ES-1 to ES-6, pay rates for Senior Executive Service employees are typically based on the level of responsibilities of the assignment and the individual’s qualifications and performance.  Generally, ES-5 and ES-6 rates are reserved for senior executives assigned to the agency’s most complex SES positions.

The Senior-Level Pay System includes senior-level (SL) positions classifiable above GS-15 and scientific or professional (ST) positions.  Employees who meet the criteria for these positions may be paid at rates of not less than 120 percent of GS-15, step 1, or more than the rate of basic pay for Level IV of the Executive Schedule.  Initial pay for these highly technical positions is set at any rate between these limits based on review of the employee’s qualifications, the responsibility level of the assignment, and the impact of the position on VA, the Government, or the public.
If you are a physician, dentist, podiatrist, optometrist, physician assistant or expanded-function dental auxiliary in a health care facility, you are paid under the provisions of Title 38, U.S. Code.  Your grade level is not based on a position description, but rather on your personal qualifications.  Your pay schedule, however, is linked to the General Schedule by a comparison of duties and responsibilities at certain grade levels, and is adjusted at the same time as the General Schedule.  If, however, you are at certain levels of administration (e.g., facility Director), your pay is based on the complexity and responsibility of the assignment, as well as on your performance and qualifications.
If you are a nurse or nurse anesthetist, you are paid under VA’s Locality Pay System (LPS).  This means that your salary rate is based on a survey of non-VA health care establishments in your local labor market area.  The salary surveys determine the competitiveness of a facility’s locality pay rates.  They are conducted at least once a year for each facility, but they may be conducted more often if the facility Director determines it is necessary.  There are five grade levels in LPS.  Assignments to grade levels I, II, and III are based on personal qualifications, while assignments to grades IV and V are based on the complexity of the assignment as well as personal qualifications.

If you are a physical therapist, certified respiratory therapy technician, registered respiratory therapist, occupational therapist, pharmacist, or licensed practical or vocational nurse, you will be compensated under the General Schedule, but your grade will be based on personal qualifications and at certain levels, it will also be based on the complexity of your assignment.

If you are employed in the Veterans Canteen Service, your salary depends on the duties and responsibilities of your position.  Canteen officers and canteen officer trainees are paid annual salaries that are related to the General Schedule.  Otherwise, your pay is based on salaries paid by firms that serve the public in your geographic area.

Risk Management (Memorandum 006-004-06)
No employees with access to confidential QM documents will disclose them, nor the information in them, to any person or organization, except as authorize by regulations either while employed by CTVHCS or after voluntary or involuntary termination of relationship with VA.

Adverse Event Reporting – Reporting, review, or analysis of unusual or unexpected incidents involving patients which cause harm or have the potential for causing harm (Report of Special Incident Involving a Beneficiary, VA Form 10-2633, and follow-up documents unless developed during or as a result of a Board of Investigation).  To ensure that access to and disclosure of all confidential information will occur only as authorized, filing and maintenance of confidential QM records will be accomplished by service secretaries, program clerks, and other employees specifically designated by service chiefs to account for these documents.
Note:  Completion of VA Form 10-2633 is always the responsibility of the person who discovers or witnesses the event.  This duty can never be delegated.

Labor and Management Relations 
You have the right, freely and without fear of penalty or reprisal, to form, join, or assist a union or not to do so, and you will be protected in exercising this right.  However, your right to hold an office in a union, to act as a union representative, or to participate in its management may be affected by the job you hold.  An employee cannot represent management in dealing with a union while at the same time representing that union.  For this reason, employees who are supervisors or management officials, or who are engaged in human resources work other than clerical duties, cannot hold office in a union, serve as its representative, or participate in its management.  These restrictions, however, do not deny the right of any Federal employee to join a union.
If you are in a unit of recognition, you may voluntarily have your union dues deducted from your paycheck.  Your local union representative can provide you with further information concerning dues deductions. 

If you are in a unit of recognition, an agreement between the union and management will normally have been negotiated to cover some aspects of human resources policies and practices.  You should obtain a copy of this agreement and become familiar with its provisions.





















































CHAPTER THREE:  Age Specific Guidelines and Care of Special Patient Populations

In order to assure that each patient’s care meets his or her unique needs, staff that interact with patients as part of their job must have skills or competencies for delivering age appropriate communications, care and interventions.  People grow and develop in stages that are related to their age and share certain qualities at each stage.  By adhering to these guidelines, staff can build a sense of trust and rapport with patients and meet their psychological needs as well.  Brief age‑specific guidelines for our Veteran population are as follows:
Adults (GREATER THAN 18 YEARS AND LESS THAN 65 YEARS)
· Be supportive and honest, and respect personal values
· Support the person in making health care decisions
· Recognize commitments to family, career, and community
· Address age‑related changes
Geriatric (GREATER THAN OR EQUAL TO 65 YEARS)
· Avoid making assumptions about loss of abilities, but anticipate the following: 
· Short term memory loss
· Decline in the speed of learning and retention
· Loss of ability to discriminate sounds
· Decreased visual acuity
· Slowed cognitive function (understanding)
· Decreased heat regulation of the body
· Provide support for coping with any impairment
· Prevent isolation; promote physical, mental, and social activity.  Provide information to promote safety

Cultural and Religious Diversity
All patients have the right to care that is sensitive to, respectful of, and responsive to their cultural and religious/spiritual beliefs and values.  An assessment of patients must include cultural and religious practices in order to provide appropriate care to meet their special needs and to assist in determining their response to illness, treatment, and participation in their healthcare.





























CHAPTER FOUR:  Environment of Care

The CTVHCS provides for the health and safety of patients, staff and visitors and ensures that operations do not have an adverse impact on the environment.  Again, our facilities are smoke free.  There are appropriate responses established for emergency and disaster situations.

Emergency Events (Internal and External) 
Should a major disaster or emergency occur in our community, the task of providing immediate medical care to victims is a shared responsibility of all physicians and employees of hospitals in the area.  Your supervisor would lead you in this action.

Emergency Cardiac Event
Code labels in the Medical Center identify emergencies.  A commonly used code is:
Code Blue- Cardiac Arrest Team 

A team of Doctors, Nurses and individuals will arrive to administer CPR or other life saving techniques as indicated by the condition of the individual.  If you are to be involved in a Code Blue, your supervisor will orient you to this role
· When a person is found unresponsive and without respirations or pulse, code procedures will be implemented immediately.  First responders who have completed BCLS and AED competencies will begin CPR and initiate AED use per protocol.  Responders who have completed ACLS competencies will use all defibrillators modes (AED, manual defibrillator, pacer) as appropriate
· Each episode of CPR will be summarized on an overprinted VA Form 10-0114j, Cardiopulmonary Resuscitation Form.  The quality management portion of these forms will be completed and signed by the nurse recorder and physician in charge of the code.  The CPR Code Sheet will be placed in the patient record to document the resuscitation actions, and the copy will be forwarded to the Chief, Cardiology Section in Temple (111C). Local review for improvement will be done

Utilities Failure Events
There is an established Utilities Failure Plan policy and procedure to promote a safe, controlled and comfortable Environment of Care.  Essentially, any failure of pertinent systems can be reported to your supervisor, to Engineering Service or Information Management Services (for computers).

Electrical Failure Event:  A utility electrical power failure, which is followed by activation of the emergency generator(s), which provides power to selected electrical outlets and lighting.
With the loss of power from the utility power source, the emergency generator(s) will activate, but electrically powered equipment and systems not connected to designated emergency power outlets will not be operational.  Examples may include:
· Lighting  (Emergency lighting should be provided by battery power in areas such as stairwells.)
· HVAC and ancillary support equipment
· Communications – Public address systems; telephone/signal closets; computer servers and peripherals
· Special Ventilation – Special exhaust systems (negative or positive pressure rooms, clean benches, biological safety cabinets and fume hoods in Research, Pharmacy, Pathology, Nuclear Medicine and Clinical Laboratory.
· Fire and Security alarms
· Refrigerators for food and medicines may not be on emergency power
· Sterilizers
· Trash compacting
· Various office equipment
· Various medical equipment

Key Personnel Management Responsibility 
· Facilities Management
· Health and Medical
· Information Management
· Logistics
· Biomedical
· Safety  
· Police

When a power outage occurs, critical equipment should be checked immediately to ensure they are plugged into emergency power outlets.

External Notification Procedures (Done by authorized management officials)
· Within VA:  Notify VISN Director or designee
Other Federal Agencies:
· OSHA – Notify within eight (8) hours of one (1) employee fatality, or three (3) employee hospitalizations resulting from a single incident

Community Entities:  Local hospitals may need to be notified if the decision is made to divert or transfer patients, or if there is a community-wide power outage.

HVAC Failure Event: A failure of the heating, ventilation and air conditioning systems will result in unsuitable room temperatures and air circulation.  A failure of the heating, ventilation and air conditioning systems may affect a wide range of mission-critical systems to varying degrees depending on the climate and mission.
· Key Management Personnel
· Facilities Management
· Logistics
· Operations
· Safety
· Health & Medical
· Police
· Plant and Utilities

Response
· Evaluate needs and distribute blankets, room heaters
· Install air conditioning units

Responsibility
· Nursing monitors patient comfort/stress due to loss of heat/cool, document room temperature and room humidity with recorders, track backlog of procedures and admissions, and estimate needs
· Facilities Engineering estimates heating/cooling needs (BTUs) for expected temperature
· Industrial Hygienist/Safety evaluates occupational health relative to heat/cold stress

External Notification Procedures (Done by authorized management officials)
· Depending on the threat/event, certain federal agencies (FEMA, Department of Health and Human Services, OSHA, Centers for Disease Control, EPA) will need to be notified
· OSHA – Notify within eight (8) hours of one (1) employee fatality, or three (3) employee hospitalizations resulting from a single incident
· Community Entities Notification (Done by authorized management officials)
· Because of the CTVHCS relationship to the community, it is likely that there are specific entities within the community that should be notified that a threat/event has occurred.  In many cases, this notification will trigger a community response to the threat/event

Workplace Violence Event and Assault Intervention Team 
It is the goal of the Medical Center to create a violence-free environment.  Affiliates are responsible to identify and anticipate, when possible, situations that may pose a threat to themselves or others.
Cases of workplace violence do not just happen.  The best way to identify potential violence is to recognize warning signs.

A person’s behavior may be a warning sign.  Look for unusually argumentative behavior and a non-cooperative attitude.  Individuals who have difficulty with authority or continuously blame others for problems may be at risk for violent behavior.  A history of chemical abuse or violence may also be a warning sign.
Verbal threats may be a warning sign.  They should never be ignored.  Examples include:
· “I’ll get even with you.”  Or “If I’m fired, there will be trouble.”
· “This place would shut down for days if the computer system went down.”

Never ignore a threat.  Any situation that may appear to become uncontrollable should be reported to your supervisor.  To summon the Police in an emergency dial:
· Austin 7171 – Marlin 4131 – Temple 5339 – Waco 6216 –CBOC 911

Assaults are violent acts or threats, which occur in, or are related to, the workplace and entail a substantial risk of physical or emotional harm to individuals, or damage to government resources or capabilities.  Key personnel within the Center are trained to manage disruptive behavior, and will respond as appropriate.

Some conduct techniques to minimize violence are to:
· Always project calmness.  Move and speak slowly, quietly, and confidently
· Be an empathetic listener.  Encourage the person to talk and listen patiently
· Focus your attention on the other person to let them know you are interested in what they have to say
· Maintain a relaxed yet attentive posture and position yourself at a right angle rather than directly in front of the other person
· Acknowledge the person’s feelings.  Indicate that you can see they are upset
· Ask for small, specific favors such as asking the person to move to a quieter area
· Establish ground rules if unreasonable behavior persists.  Calmly describe the consequences of any violent behavior
· Use delaying tactics, which will give the person time to calm down.  For example, offer a drink of water (in a disposable cup)
· Be reassuring and point out choices.  Break big problems into smaller, more manageable problems
· Accept criticism in a positive way.  When a complaint might be true, use statements like “You’re probably right” or “It was my fault.”  If the criticism seems unwarranted, ask clarifying questions
· Ask for their recommendations.  Repeat back to them what you feel they are requesting of you
· Arrange yourself so that a visitor cannot block your access to an exit

Threat Event
Threats may be real or implied.  Harassment is considered a form of threat.  Threats or harassing incidents can take on many forms including, but not limited to, telephone calls, letters, face-to-face conversations, physical altercations, vandalism, following/stalking and assault on employee or family.

Key Management Personnel 
· Director
· Deputy Director
· Chief of Staff
· CTVHCS Violence Prevention Response Team (Sometimes referred to as Code Orange or Dr. Strong)
· VA Police
· Environment of Care Committee thru Safety Management Subcommittee
· Union
· Outside Law Enforcement Hostage/Barricade Response Team
· Other

Management will continuously assess those areas that are particularly vulnerable to a violent threat/event.  For example, the Emergency Room, Pharmacy and Psychiatric areas may be potential high-risk locations.  

Training and Staffing Efforts
· Staff Training in Workplace Violence Prevention
· CTVHCS Assigned Violence Prevention Response Team

Policies and Procedures on the Prevention of Workplace Violence
· CTVHCS leadership will review all incidents of workplace violence and take appropriate corrective action. Corrective action may be through administrative or engineering controls

External Notification Procedures (Done by authorized management officials)
· VISN Director (If incident of high media event or bodily harm or injury resulting)
· Outside Law Enforcement Hostage/Barricade Response Team
· OSHA - Notify within eight (8) hours of one (1) employee fatality, or three (3) employee hospitalizations from single incident

Fire or Smoke Event 
It is the responsibility of every affiliate and/or employee to be alert to potential fire hazards, and to report a fire or signs of a fire, regardless of scope or origin.
If you discover a fire, remember the word RACE:
· R = Rescue (all persons from the immediate room of the fire)
· A = Alarm (activate nearest fire alarm box: Austin 7171 – Marlin 4131 – Temple 5339 – Waco 6216 –CBOC 911
· Always give the exact location, building, ward, room number, and what is burning.  DO NOT HANG UP until the information given has been repeated back to you)
· C = Contain (close all doors in the immediate area of the fire and prevent ventilation)
· E = Extinguish/Evacuate:  (Extinguish the fire with a fire extinguisher, if it is not too large.  If the fire is too large or there is excessive smoke or heat, keep the door closed to secure the area until the fire department arrives.  Evacuate immediate area.)

Fire evacuation plans are posted in buildings.

Roles and responsibilities of personnel at the fire’s point of origin:
· In the event of a fire in an area other than your own, in addition to RACE
· Each service within the building will assign one person to the fire area
· After your arrival at the scene of the fire, follow the instruction of the person in charge
· If no evacuation or fire fighting is in progress, stand by until released
· When the Fire Department arrives, CLEAR THE AREA
· Specific roles and responsibilities of personnel in preparing for building Evacuation.

In the event of a fire in Administration area, follow the RACE procedure as outlined above.
· Turn on all lights
· Close all doors
· DO NOT USE ELEVATORS
· Direct members of the public and family members to leave the building
· Evacuate the building and go to your designated meeting area
· Do not leave for any reason unless released by the person in charge

In the event of a fire on a patient care ward, follow the RACE system as outlined above.
· Remove the patient from the room and CLOSE THE DOOR. DO NOT REMOVE THE BED
· Close all other patient room doors and smoke doors, not automatically closed
· If the fire is too large or it cannot be extinguished with one extinguisher, keep the door closed and start ward evacuation
· The evacuation of the ward will be conducted horizontally in the following manner, moving all patients to an adjacent ward:
· Ambulatory patients
· Wheelchair patients
· Bed patients (without their beds)

When reporting a fire by phone, state your name and the exact location of the fire.  An alarm system will be heard, if there is a fire within this building.



Bomb Threat Event
A bomb threat may be received in the form of an actual threat such as those communicated telephonically, or observing a suspicious package or material.  While most threats are false or misleading, there is always the potential that a threat is real; and therefore, life threatening.  Correct and consistent procedures allow for the best decisional options based on the information known.  There are normally three alternatives when faced with a bomb threat:
· Ignore the threat
· Evacuate immediately
· Search and evacuate, if warranted

Typically, the threat alone will not impact on critical systems, unless there is a decision to evacuate a critical area such as Urgent Care or the Operating Suites.  The result of an actual explosion will obviously result in life endangerment, and create an adverse impact to whatever critical systems are affected by the explosion.

Key Management Personnel
· Director
· Incident Manager
· Chief of Police
· Safety Officer
· Chief of Staff
· Chief Nursing
· Chief of Services affected by threat

Immediately assess those areas, which are particularly vulnerable to an actual threat/event.  For example, the Emergency Room would be considered a vulnerable area if there were a suspect package or real enough threat that would cause evacuation.  Strategies should be identified for limiting exposure for vulnerable locations and areas that are critical to the mission of CTVHCS, such as patient care.

External Notification Procedures (Done by authorized management officials)
· Within VA.  VISN Director
· Other Federal Agencies
· Military Explosive Ordinance Disposal (EOD) Teams
· FBI
· OSHA – Notify within eight (8) hours of one (1) employee fatality, or three (3) employee hospitalizations resulting from a single incident

Community Entities Notification (Done by authorized management officials)
Because of the CTVHCS’s relationship to the community, it is likely that there are specific entities within the community that should be notified that a threat/event has occurred.  In many cases, this notification will trigger a community response to the threat/event; such as, local community bomb squad or Hazmat team and the Office of Emergency Services.

Tornado Event 
(Take Cover) A tornado is a violently-rotating column of air extending from a thunderstorm to the ground.  Tornadoes develop from severe thunderstorms in warm, moist, unstable air along and ahead of cold fronts.

Key Management Personnel
· Director’s Office
· Facilities Engineering

Severe weather should be monitored and patients, visitors and staff alerted to its existence. Patients, visitors and staff should be informed about how to obtain information about the weather; what the difference is between watches and warnings; and the dangers of lightning and flash flooding.

In the event the CTVHCS is struck by a tornado, immediate priorities include:
· Notification of local authorities
· Assessment of any on-going negative effects (e.g., Fire)
· Shut off utilities serving the damaged area
· Rescue of injured persons
· Relocation of patient care and business functions until restoration can occur
· Police Service will maintain a weather-alert radio tuned to the local National Weather Service forecast office
· An assessment of mission-critical systems should be conducted after each period of severe weather

External Notification Procedures (Done by authorized management officials)
· Within VA.  VISN will be notified when CTVHCS implements its plan
· Other Federal Agencies.  Severe weather planning should include other Federal agencies, as appropriate
· OSHA – Notify within eight (8) hours of one (1) employee fatality, or three (3) employee hospitalizations resulting from a single incident
· Community Entities and Local Governments
· Local Emergency Planning Committee (LEPC)
· Local Hospital Association
· National Weather Service

Hazardous Materials / Waste Management 
The hazardous waste management program implements all applicable requirements of VA, Federal, State and local waste management laws.  All departments have reference binders with Material Safety Data Sheets (MSDS) to assist in understanding proper handling and precautions.

Regulated Medical Waste
Untreated Regulated Medical Waste is separated from other waste material and maintained in separate packaging throughout collection, storage, and transportation.  Regulated Medical Waste includes:
· Blood and blood products
· Laboratory waste
· Body fluids
· Infectious materials, and waste items soaked with these fluids, and
· Sharps (needles, knife blades, etc.)

Regulated Medical Waste is contained in red bags imprinted with the biohazard symbol.
· Liquid waste is discarded directly into the toilet
· Sharps are placed into rigid puncture-proof containers that are secured to prevent loss of their contents.  Needles are not recapped, purposely bent or broken by hand, or separated from the syringe before being discarded into the rigid, puncture proof container
· All personnel coming in contact with Regulated Medical Wastes must use Standard Precautions, proper handling procedures; use appropriate protective clothing and/or equipment (e.g., gloves, safety glasses, gowns) when handling materials

Safety and Body Mechanics 
Be aware of the risks involved in your job and set an example of safety awareness and safe practices for coworkers.

General Safety Rules:
· Approach all aspects of your job with safety in mind
· Use good body mechanics at all times
· Keep hallways and corridors clear
· Become familiar with safety hazards in your work area
· Report to your supervisor any unsafe conditions, situations or practices

Employee Reporting of Unsafe Conditions:  Employees and affiliates are responsible for immediately reporting any unsafe condition or potential hazard to their supervisor.

Ergonomics:  Employees should be knowledgeable of the proper ergonomic conditions at their workstation, and proactively arrange their workstation accordingly, to prevent unsafe working conditions and job practices.  Ergonomics means designing the work place to fit the worker.  Take an active role in your well-being by communicating any problems to your supervisor.

Back Safety:  Employees should be knowledgeable of the back safety risks involved when performing their job functions, and proactively prevent unsafe working conditions and job practices.  
When doing lifting jobs, remember:
· Size up the job before beginning and plan how to accomplish it.  Ask for help
· Use the large muscles of the legs, hips and arms.  They are the strongest in your body
· Avoid bending at the waist.  Maintain normal curves in your back by bending at the knees and hips
· Use a broad base of support by keeping feet shoulder width apart.  This will increase your stability and balance
· Avoid twisting your back when carrying or lifting.  Lift up your feet to turn
· Keep loads close to your body.  Avoid over-reaching
· Avoid lifting heavy objects higher than your waist whenever possible
· Use a stool or ladder to reach items above shoulder height.  Consider moving frequently used items to waist level
· Avoid carrying heavy objects long distances, use a cart if possible

Work Related Injuries:  Any on-the-job injury should be reported to your supervisor as soon as possible.

Event Reporting and Investigation:  Patient and visitor related incidents should be reported to your supervisor.  The Safety Coordinator initiates an investigation, evaluation and follow‑up of events.
Environmental Rounds and Surveillance: the Environment of Care Committee oversight team throughout the Medical Center conducts environmental rounds.  The Infection Control Coordinator maintains a surveillance program for hospital‑acquired infections.

Service Chiefs and Supervisors shall:
· Ensure that employees who are potentially exposed to any ergonomic hazards have received appropriate ergonomic training including proper body mechanics and use of mechanical lifting devices
· Conduct a hazard assessment of area under their supervision, identifying any ergonomic concerns in conjunction with the ergonomics team
· Provide ergonomic information to current and new employees, and  recognize the signs and symptoms of ergonomic problems and understand the importance of early detection

 Employee shall:
· Demonstrate a pro-active response by utilizing correct ergonomic work procedures based upon training in worker self-protection and emphasis on personal ergonomics, fatigue avoidance tactics and preventive stretching
· Immediately report to their supervisors all known or suspected ergonomic work-related issues that could result in an occupational injury
· Advise their supervisor as soon as possible of any personal medical restriction that may reasonably interfere with job performance
· Provide feedback to supervisor concerning the resolution of ergonomic issues
 
Signs and Symptoms of Possible Ergonomic Concerns Are:
· Decreased range of motion, loss of function, deformity, swelling, cramping, numbness, burning, tingling, or stiffness

 Training to all staff shall include:
· How to recognize the signs and symptoms of repetitive trauma and the importance of early detection, reporting methods and procedures
· Hazards in the workplace that lead to repetitive trauma
· Overview of the Ergonomics Program and employee’s role in the program
· How to identify, evaluate and implement measures to control hazards
· Proper use of lifting devices, body mechanics, posture, ergonomic principles and work station adjustments that can be made to his or her work area



Police and Security
VA Police & Security personnel are primarily responsible for the protection and
care of patients, visitors and employees, and for the protection of government and Private property at all Integrated Clinic Facilities (ICF).

There is “Zero Tolerance” of violent, threatening or intimidating behavior in the workplace.  For the purpose of this policy, violence and intimidation are defined as any verbal statement that can be perceived as threatening or potentially threatening and/or any physical act that is damaging to a person, or personal property.  At work or on VA property, any person engaging in violence in the workplace shall be subject to progressive disciplinary action up to and including termination.  This policy does not prohibit arrest or prosecution for criminal behavior.

Notify VA Police of any individual (s) in the possession of a weapon, such as a handgun, rifle/shotgun, martial arts weapon, or knife with a blade in excess of three (3) inches.
NOTE:  All pocket knives with a blade of less than three (3) inches will be turned in to the clothing clerk for storage.

No employee shall carry (on his or her person or in his or her vehicle) a weapon, while on CTVHCS grounds for any reason.  A concealed Handgun Permit does not exempt an employee from this regulation.
Crime prevention is a responsibility of all employees, visitors and patients.
To summon the Police in an emergency dial:
Austin 7171 – Marlin 4131 – Temple 5339 – Waco 6216 –CBOC 911

Medical Equipment 
Patient lives depend on the proper and safe operation of medical equipment.  Always be aware of the importance of maintaining medical equipment in excellent working condition.  Only qualified personnel should operate and service medical equipment.  If there are any related concerns, be certain to alert your supervisor immediately.

All newly acquired medical equipment VA owned or leased; shall be inspected by Facilities Management Service for compliance with VA standards and manufacturers specifications prior to initial use of the equipment.  The use of any such equipment is prohibited until it has passed this acceptance test.  Excluded will be all VA owned or leased consumer electronics, appliances, office equipment, and computers and associated peripherals.  However, if a Patient Care Related Electrical Appliance is utilized in a patient care area, it will receive an incoming inspection.  When non-medical equipment, is an integral part of a medical equipment system, it will receive an incoming inspection as part of that overall systems incoming inspection.  Non-medical equipment owned by staff or patients is addressed in current Memorandum 90-001-07, “Personally Owned Property” and current Memorandum 138-006-08, “Use of Personally Owned Appliances.”













CHAPTER FIVE:  Patient Safety

Overview
Reduction of medical/health care errors and other factors that contribute to unintended adverse patient outcomes in a health care organization requires an environment in which patients, their families, and organization staff and leaders can identify and manage actual and potential risks to patient safety.
There are seven National Safety Goals (Joint Commission for Accreditation of Hospitals).  These goals are consistent with and supportive of the Medical Center’s culture of patient safety that is focused on the identification of system improvements and the prevention of events with a potential for injury to patients, visitors, and personnel versus an environment of placing blame.
Please report any safety ideas, narrow escapes, or safety related events.  There will be an ongoing systematic process to review and determine needed systems and process improvements.

Environmental Health (Memorandum 05-034-06)
CTVHCS is committed to the maintenance of a safe and productive workforce.  Achievement of this goal requires the cooperation of all employees in utilizing safe work practices, exercising caution, identifying hazards, and following procedures outlined in this memorandum when accidents and job-related injuries or illnesses occur.  When employees are injured on the job, it is CTVHCS policy to cooperate fully with the Department of Labor (DOL), Office of Workers’ Compensation Program (OWCP), in providing appropriate benefits to them and to safeguard Federal funds expended for workers’ compensation.
Supervisors are responsible for advising employees of their responsibilities to report injuries, assisting them in completing required forms and informing them of their rights to claim benefits under the law.  Supervisors will perform comprehensive fact-finding of incidents pertaining to job-related injuries, illnesses or disease, including the name, address, and statements of any witness, and ensure that employees submit the necessary forms.  After the comprehensive fact-finding, the supervisor will take corrective action as appropriate.  Additionally, supervisors must ensure that their employees understand that if their claim for COP is denied by the OWCP, the employee will be charged sick leave or annual leave or the COP will be deemed as an overpayment.  Supervisors will ensure that the CA-1 is fully completed (employee and supervisory sections) and will submit the completed CA-1 and other pertinent information to HRMS (05-Waco) within two (2) working days after receipt from the employee.

Employees are responsible for prompt reporting of any job-related injury, illness, or disease; for furnishing written notice to their supervisors on CA-1 or CA-2 as appropriate; and for filing compensation claims, when appropriate.  Employees are responsible for observing precautions for personal safety, posted rules, signs, written and oral safety instructions, and to use protective clothing and equipment as indicated.  When authorized to obtain medical treatment, employees must ask the treating physician the earliest date they would be able to return to duty (full or modified) and inform their physician of light duty availability.  Employees are responsible for coordinating with their supervisor for approved absences from duty.

The Environmental Health Unit will provide emergency diagnosis and first aid treatment to employees whose injury or illness is related to the performance of duty.  Continued or definitive treatment will be provided only if requested by the employee, and only as authorized by HRMS, Injury Compensation Section.

Infection Control
In a medical setting, infection control is everyone’s concern.  Many precautions are simple common sense; however, all staff needs to be aware of basic infection control principles.
Infection Control education is required at the time of employment and annually thereafter as mandated by the OSHA blood borne pathogens rule.
This Center has an established practice of all blood/body fluids being considered infectious.  Barriers (gloves, masks, eyewear, and gowns) are available in every patient care area to ensure the availability and use of protective wear when working with blood/body fluids.  Isolation precautions are expanded for tuberculosis (TB) and other respiratory communicable diseases and significant resistant organisms.
In the event you should have a blood or other potentially infectious body fluid exposure (needle stick, mucus membrane splash or cutaneous), report immediately to Employee Health. 
The most important thing you can do, WASH YOUR HANDS!

CHAPTER SIX:  Compliance & Business Integrity 
 

The purpose of the Compliance and Business Integrity (CBI) Program is to make sure that VHA’s business operations follow all laws, regulations, and policies that apply, and to promote standards of excellence in business practices.  The CBI program promotes 
organizational integrity.  Organizational integrity is doing things right and doing the right things.  This is everyone’s responsibility.  

Areas of concern to the CBI Program include but are not limited to:  
· Documentation 
· Coding  
· Billing	
· Sanctions List
· Registration
· Self-Referrals

Documentation is the provider’s record of care for patients.  Improper or lack of documentation can lead to coding and billing problems.  Coding is the process of categorizing the types of care recorded in the documentation in preparation for billing. Incorrect coding can mean incorrect pricing on a bill.  Billing is the process of pricing and sending claims for payment to the responsible party for services received.  Improper pricing and claims can lead to incorrect payment by veterans or their insurance companies.  The Sanctions List is a list maintained by the Department of Health and Human Services and U.S. General Services Administration of those who have previously defrauded the government or were found to have a serious failing related to patient care and who are excluded from employment or contracting with VA and other federal agencies. Registration is the process of receiving patients and their demographic information.  Incorrect registration data can lead to incorrect billing, ineligible care, and the inability to contact the patient with important information.  Self-Referrals are referrals that financially benefit the referring physician. Employees are not allowed to refer patients to themselves outside of VHA and collect payments from VHA or the patient.

The CTVHCS CBI program is also interested in research, privacy, resident supervision, employees receiving gifts from vendors or contractors, or anything that can affect the actual or perceived integrity of the Medical Center.

An effective compliance program has seven elements.

1. Compliance Officer and Committee.  CTVHCS has its own Compliance Officer and a compliance committee who oversee the program.  
2. Standards, Rules, and Policies.   CTVHCS has a set of policies, procedures, laws, and other documents to guide business practices. We must also comply with all federal laws including the Federal Civil False Claims Act; Stark Act; Anti-kickback Statutes; Mail and Wire Fraud Statutes; Medicare Regulations; and HIPAA.  
3. Education and Training.  Compliance programs must have an educational plan for training all employees.  This presentation is part of that plan. 
4. Open Lines of Communication.  Compliance programs also have to have a means of accepting complaints, questions, and requests for information about compliance, the program, or violations.  Our program has a national toll free HelpLine available to all employees.  
5. Auditing and Monitoring.  Compliance programs have to monitor and audit business practices to make certain rules and regulations are being followed.  There are national audits of billing and coding information.  Each facility also checks employees against the sanctions list.  
6. Enforcement and Discipline. Compliance programs ensure that laws are enforced and recommend action if these regulations are broken.   
7. Investigation and Remediation. Compliance programs investigate concerns and inquiries and make certain that errors or misconduct are corrected and/or addressed.  Reports of concerns are sent to the Compliance Office from the HelpLine and are received from employees who call the office. 



Each and every employee has a vital role and mandated responsibilities to the compliance program.  The Employee Roles and Responsibilities include: 
· Employees have a responsibility to report observations or issues that could be detrimental to the integrity, or perceived integrity, of CTVHCS.    
· The chain of command for reporting potential compliance failures is (1) Your Supervisor; (2) A higher level manager; (3) Your facility Compliance Officer at (254) 743-2330 (x42330); and the CBI HelpLine (1-866-842-4357).  
· You do not have to follow the chain of command to make a report.  If uncertain, go directly to the Compliance Officer.  
· Employees should understand the specific laws, rules, policies and regulations that affect their jobs with VHA and our Network.  This includes employee conduct and responsibilities.  
· Employees should know the Compliance Officer at their facility and his or her role. The Compliance Officer is there to answer your questions, provide training, and help the facility avoid errors.

The Compliance and Business Integrity Officer at CTVHCS is 

Tammy Gross, MA
(254) 743-2330 (x42330 locally)
B162 Rm. C108
Tammy.Gross@va.gov (in VA Outlook)

Anonymous vs. Confidential.  Information provided to the Compliance Office or the HelpLine cannot remain confidential or we would not be able to investigate your concerns.  You can remain anonymous. That means we will not use your name as the source of the information which led to a compliance inquiry.  Even if people figure out that you made a report, you are protected.  It is illegal for anyone to take action against you for reporting your concerns.  If you think you are being retaliated against for making a report, you need to report that, too.  You also might want to discuss this with your Union representative.  

Remember this number if you ever need assistance:  CBI HelpLine 1-866-842-4357.   Employees have a responsibility to report all incidents of waste, fraud, or abuse.  You have successfully completed your Compliance Awareness Training.  Complete the questions to obtain credit for this course. 
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